Digital Concerns                            IRELAND
Irish Consumers engage very significantly with technology and would be e.g. within the top 3 users of mobile technology in the world.

IN CONTEXT:
With a population of 4,600,000

In June of 2014:

· 5,619,777 mobile phone subscriptions in total in the first three months of 2014;

· 57.2 per cent of all mobile phones in use in Ireland are smartphones:

(With the rise in smartphones comes an increase in data volumes)
The study reveals there are now 3,206,880 active 3G and 4G users in the country.

· Average Revenue Per User (ARPU) was €26 per month, down from €28 on the previous quarter. 

(Attributed to cheaper mobile phone plans and increased sales of bundled products)Note #1.

· The total number of text messages sent by mobile users in Ireland was over 2.02 billion in the first three months of the year - down 25%on the same quarter in 2013.  This signals a very clear change of consumer activity and attitude through smartphone take-up.
· A factor facilitating digital engagement is how the Bus and Rail system within Ireland provides commuters with free onboard wi-fi. 
· Similar benefits arise through availability of free wi-fi in all major city shopping areas, restaurants, coffee shops, pubs/bars etc.

· Fixed voice and mobile voice traffic also declined during the quarter. 
· Broadband subscriptions stand at 1.7 million at the end of March. 
· The estimated household broadband penetration rate was 67%
· Average broadband speeds continue to rise with 56.7%of all subscriptions equal to or greater than 10 Mbps. Note#2
· Approximately 37.7%of all broadband subscriptions were equal or greater than 30 Mbps. Note#2
Note#1:
Bundling has become the priority for the providers and is giving rise to increasing problems and complaints from consumers in terms of:
Switching – confusion and double billing; Segment of the bundle not delivered/deliverable.

Note#2:

While speeds are increasing the fall in capacity below what is sold as a minimum still is giving rise to disputes between the consumer/retailer/Regulator. Small print in contracts refers to speeds ‘up to’ which are rarely met with any consistency.
A great number of consumes within the 37% who have bought greater capacity have done so to in some way mitigate the fall of below their minimum demand – in other words they buy a more expensive package because the original cheaper volume is not attainable.

Note#3 General.

It remains the case that online safety - in specific terms of knowing with whom they are dealing (Trust) – is a significant issue.

Complaints and disputes regarding non-delivery and the time and effort required to receive repayment are too many - and these are within the EU and Ireland.

There are too many cases of loss of data through inefficient hand units failing and not being able to retrieve data when reset.

The cost of cloud storage is becoming an issue.
Copyright and/or Ownership of paid for downloaded music/games/films and programmes is a source of significant confusion – notably when restoring and the issue comes to light.
Data protection is an increasing issue which is to a large and increasing degree an issue for consumer education – they have responsibilities.

With an overabundance of entirely incomprehensible detail and volume (e.g. Apple T&C’s) consumers are entirely in a disadvantages state.

This puts consumers in the position where they are given little alternative but to provide pre-conditional and blanket consent.

Trying to determine the value that consumers place upon their privacy is difficult as all will state their deep concern but respond in the manner outlined above in the absence of any alternative.

An example of the problems with blanket consent came from Facebook. In the UK, in 2012, Facebook tampered with their system and created news feeds to test ‘emotional contagion’ or, the mood, of their users. They did not seek explicit consent to do so but rather rejected complaints on the basis that their Terms of Service Contract with users permits blanket research.
Finally, 26 Privacy Enforcement Agencies make up the Global Privacy Enforcement Network.

The Network recently carried out a Privacy Sweep over the period May 12th to 18th. The focus of the sweep was on Mobile App’s.

Contact with this Network could be of benefit to the Commission.
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